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1 Management’s statement 

The accompanying description has been prepared for customers who have used Cloud Factory’s IT 
operations and hosting activities and the customers’ auditors who have a sufficient understanding to 
consider the description, along with other information, including information about controls operated by 
the customers themselves, when assessing the risks of material misstatements in the customers’ financial 
statements. 

Cloud Factory uses GlobalConnect A/S for housing of the primary and secondary data centres. This report 
uses the carve-out method and does not comprise control objectives and related controls that 
GlobalConnect A/S performs for Cloud Factory. 

Some of the control objectives stated in our description in section 3 can only be achieved if the 
complementary controls at customers are suitably designed and operating effectively with our controls. 
This report does not comprise the suitability of the design and operating effectiveness of these 
complementary controls. 

Cloud Factory confirms that: 

a) The accompanying description in section 3 fairly presents Cloud Factory’s IT operations and hosting 
activities that have processed customers’ transactions throughout the period from 1 January 2023 to 31 
December 2023. The criteria used in making this statement were that the accompanying description: 

(i) Presents how IT general controls in relation to Cloud Factory’s IT operations and hosting activities 
were designed and implemented, including: 

● The types of services provided 

● The procedures, within both information technology and manual systems, by which the IT 
general controls were managed 

● Relevant control objectives and controls designed to achieve those objectives 

● Controls that we assumed, in the design of Cloud Factory’s IT operations and hosting activities, 
would be implemented by user entities and which, if necessary to achieve the control objectives 
stated in the accompanying description, are identified in the description 

● How the system dealt with significant events and conditions other than transactions 

● Other aspects of our control environment, risk assessment process, information system 
(including the related business processes) and communication, control activities and 
monitoring controls that were relevant to the IT general controls 

(ii) Includes relevant details of changes to IT general controls in relation to Cloud Factory’s IT 
operations and hosting activities during the period from 1 January 2023 to 31 December 2023 

(iii) Does not omit or distort information relevant to the scope of the IT general controls in relation to 
Cloud Factory’s IT operations and hosting activities being described, while acknowledging that the 
description is prepared to meet the common needs of a broad range of customers and their 
auditors and may not, therefore, include every aspect of the IT general controls in relation to Cloud 
Factory’s IT operations and hosting activities that each individual customer may consider 
important in its own particular environment. 
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b) The controls related to the control objectives stated in the accompanying description were suitably 
designed and operated effectively throughout the period from 1 January 2023 to 31 December 2023. 
The criteria used in making this statement were that: 

(i) The risks that threatened achievement of the control objectives stated in the description were 
identified; 

(ii) The identified controls would, if operated as described, provide reasonable assurance that those 
risks did not prevent the stated control objectives from being achieved; and 

(iii) The controls were consistently applied as designed, including that manual controls were applied by 
persons who have the appropriate competence and authority, throughout the period from 1 
January 2023 to 31 December 2023. 

 

Varde, 16. april 2024 
Cloud Factory 
 
 
Jacob V. S. Schmidt, CEO 
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2 Independent service auditor’s 
assurance report on the 
description, design and operating 
effectiveness of controls 

Independent service auditor’s ISAE 3402 assurance report on IT general controls during the 
period from 1 January 2023 to 31 December 2023 in relation to Cloud Factory’s IT 
operations and hosting activities to customers 

To: Cloud Factory, Cloud Factory’s customers and their auditors 

Scope 

We have been engaged to provide assurance about Cloud Factory’s description in section 3 of its IT general 
controls in relation to its IT operations and hosting activities which have processed customers’ transactions 
throughout the period from 1 January 2023 to 31 December 2023 and about the design and operating 
effectiveness of controls related to the control objectives stated in the description. 

Cloud Factory uses GlobalConnect A/S for housing of the primary and secondary data centres. This report 
uses the carve-out method and does not comprise control objectives and related controls that 
GlobalConnect A/S performs for Cloud Factory. 

Some of the control objectives stated in Cloud Factory’s description in section 3 can only be achieved if the 
complementary controls at customers are suitably designed and operating effectively with Cloud Factory’s 
controls. This report does not comprise the suitability of the design and operating effectiveness of these 
complementary controls. 

Cloud Factory’s responsibilities 

Cloud Factory is responsible for: preparing the description and accompanying statement in section 1, 
including the completeness, accuracy and method of presentation of the description and statement; 
providing the services covered by the description; stating the control objectives and designing, 
implementing and effectively operating controls to achieve the stated control objectives. 

Service auditor’s independence and quality control 

We have complied with the independence and other ethical requirements in the International Ethics 
Standards Board for Accountants’ International Code of Ethics for Professional Accountants (IESBA Code), 
which is founded on fundamental principles of integrity, objectivity, professional competence and due care, 
confidentiality and professional conduct, as well as ethical requirements applicable in Denmark. 

Our firm applies International Standard on Quality Management 1, ISQM 1, which requires the firm to 
design, implement and operate a system of quality management, including policies or procedures regarding 
compliance with ethical requirements, professional standards and applicable legal and regulatory 
requirements. 

Service auditor’s responsibilities 

Our responsibility is to express an opinion on Cloud Factory’s description and on the design and operating 
effectiveness of controls related to the control objectives stated in that description, based on our 
procedures. 

We conducted our engagement in accordance with ISAE 3402, “Assurance Reports on Controls at a Service 
Organisation”, issued by the International Auditing and Assurance Standards Board, and additional 
requirements applicable in Denmark. This standard requires that we plan and perform our procedures to 
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obtain reasonable assurance about whether, in all material respects, the description is fairly presented, and 
the controls are suitably designed and operating effectively. 

An assurance engagement to report on the description, design and operating effectiveness of controls at a 
service organisation involves performing procedures to obtain evidence about the disclosures in the service 
organisation’s description of its IT operations and hosting activities and about the design and operating 
effectiveness of controls. The procedures selected depend on the service auditor’s judgement, including the 
assessment of risks that the description is not fairly presented, and that controls are not suitably designed 
or operating effectively. Our procedures included testing the operating effectiveness of those controls that 
we consider necessary to provide reasonable assurance that the control objectives stated in the description 
were achieved. An assurance engagement of this type also includes evaluating the overall presentation of 
the6escryption, the suitability of the objectives stated therein, and the suitability of the criteria specified 
and described by Cloud Factory in the Management’s statement section.  

We believe that the evidence we have obtained is sufficient and appropriate to provide a basis for our 
opinion. 

Limitations of controls at a service organisation 

Cloud Factory’s description is prepared to meet the common needs of a broad range of customers and their 
auditors and may not, therefore, include every aspect of hosting services that the individual customer may 
consider important in its particular circumstances. Also, because of their nature, controls at a service 
organisation may not prevent or detect all errors or omissions in processing or reporting transactions. 
Furthermore, the projection of any evaluation of effectiveness to future periods is subject to the risk that 
controls at a service organisation may become inadequate or fail. 

Opinion 

Our opinion has been formed on the basis of the matters outlined in this auditor’s report. The criteria we 
used in forming our opinion are those described in the Management’s statement section. In our opinion, in 
all material respects: 

a) The description fairly presents how IT general controls in relation to Cloud Factory’s IT operations 
and hosting activities were designed and implemented throughout the period from 1 January 2023 to 
31 December 2023; 

b) The controls related to the control objectives stated in the description were suitably designed 
throughout the period from 1 January 2023 to 31 December 2023; and 

c) The controls tested, which were those necessary to provide reasonable assurance that the control 
objectives stated in the description were achieved, operated effectively throughout the period from 1 
January 2023 to 31 December 2023. 

Description of test of controls 

The specific controls tested and the nature, timing and results of those tests are listed in section 4. 
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Intended users and purpose 

This report and the description of tests of controls in section 4 are intended only for customers who have 
used Cloud Factory’s IT operations and hosting activities and their auditors who have a sufficient 
understanding to consider it, along with other information, including information about controls operated 
by the customers themselves, in assessing the risks of material misstatements in their financial statements. 

 
Aarhus, 16. april 2024 
PricewaterhouseCoopers 
Statsautoriseret Revisionspartnerselskab 
CVR no. 33 77 12 31 
 
 
 
Jesper Parsberg Madsen Martin Roursgaard Nielsen 
State Authorised Public Accountant 
mne26801 

Manager 
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3 Service vendors system description 

3.1 Introduction 
This description is intended to give information for Cloud Factory partners and their auditors based on the 
International Auditing Standard for Service Provider Assurance Tasks, ISAE 3402. The description covers 
information about the system and control environment in place for Cloud Factory's operating and hosting 
services that are used for Cloud Factory's shared solutions. 
 
This description explains the processes that are used to ensure the secure operation of systems. The goal is 
to provide enough information to help the partners' auditors independently evaluate the risk identification 
of control gaps in the control environment as part of the auditor's audit planning in 2023. 

3.2 Description of Cloud Factory’s services 
Cloud Factory is a Danish company based in Denmark, but with sales offices in Norway, Sweden and the 
Netherlands. We work as a distributor of cloud services, mainly serving partners, such as Managed Service 
Providers (MSPs) and Independent Software Vendors (ISVs), and we do not deal directly with end 
customers. 

As a cloud aggregator, we exclusively provide cloud services through our self-service portals: Partner Portal 
and Customer Portal. We have a broad range of cloud services and focus on delivering Infrastructure as a 
Service (IaaS) through our hyperconverged infrastructure platform. 

Our IaaS product enables partners to buy and manage virtual machine system resources. We offer a simple 
and flexible solution where our partners can decide what they install on their virtual machines. Besides the 
infrastructure, we also give access to our underlying network as well as the choice to use our recommended 
firewall solution or install their own firewall. 

Cloud Factory's IaaS product is different from a conventional hosting structure, as Cloud Factory provides 
the technical platform that partners can use to create their hosting business. This can be shown like this: 

 

The blue areas are what Cloud Factory delivers and takes care of, while the gray areas are what the partners 
deliver and take care of. 

Our self-service portal lets partners adjust their infrastructure as their business changes and gives a 
smooth and effective solution for buying and managing cloud services. 
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Cloud Factory offers dependable, high-quality cloud services that support digital transformation and 
enhance our partners' business results.  

This statement does not include the outcomes and duties of IT hosting companies/partners. 

3.3 Responsibility and organization at Cloud Factory 
Cloud Factory has in 2023 been owned by Jacob V. Schmidt ApS, Mark R. Ibsen ApS and CF SPV ApS and 
employs approx. 40 employees. Product liability is located as follows: 

● CEO (Chief Executive Officer), responsible for sales, marketing, purchasing, new development, etc. 
● COO (Chief Operations Officer), partner contracts, SLA, risk management, etc. 

● CFO (Chief Financial Officer), responsible for finance. 

● CTO (Chief Technical Officer), responsible for engineering, monitoring, operations, support, etc. 

Cloud Factory uses a few subcontractors to perform very specific tasks. The following areas are Cloud 
Factory's responsibility, but the daily tasks/security measures are handled by the following subcontractors:  

● Housing of primary and secondary data centers is outsourced partly to GlobalConnect A/S and 
Bulk Data Centers Dk01 ApS. 

3.4 Risk management at Cloud Factory 
Cloud Factory follows certain procedures to evaluate the risks of its business. The IT risk assessment aims 
to reduce the risks related to the services that Cloud Factory offers to a tolerable level. The IT risk 
assessment is reviewed regularly and whenever new services are launched. The IT risk assessment is done 
by the managers of each department and other relevant staff and approved by Cloud Factory's Head of 
Governance and Compliance.  

3.5 Control framework, control structure and criteria for control 
implementation 

Cloud Factory has an IT security policy that covers all employees and that aims to ensure the proper and 
secure operation of Cloud Factory's main services that are offered to the partners. The IT security policy 
also involves ongoing enhancement of both physical and logical security, operational performance, 
contingency planning and support of the IT infrastructure, as well as implementation and documentation 
of the agreed controls. 
 
Cloud Factory follows a control framework based on ISO 27001:2017   and best practices for reducing risks 
related to hosting services on shared infrastructure. According to this control model, the system and 
control environment for the services is defined in the following selected control areas of ISO 27001:2017: 

● Information security policies 
● Organization of information security 
● Staff safety 
● Media Management 
● Access management 
● Physical security and environmental security 
● Reliability 
● Communication security 
● Supplier service management. 

Cloud Factory has set up managerial controls that make sure that the employees and the relevant 
subcontractors follow the established procedures. This is done by relevant subcontractors verifying that 
they adhere to the cooperation agreement and therefore Cloud Factory's IT security policy. 
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3.6 Established control environment 
Cloud Factory has an overall goal of providing stable and secure IT operations to its partners. This objective 
is reflected in defined policies in these four areas: 

● Risk policy: Processes have been established for ongoing risk assessment of the company's 
business. The purpose is to ensure that the risks associated with the services and services provided 
by the company are reduced to an acceptable level. 

● IT Security Policy: The policy covers all employees and all deliverables. Policies, procedures and 
operational operations are regularly updated. 

● Control procedures: Monitoring and support policies and procedures are in place to ensure that 
your company's deliveries are consistent and transparent. 

● Information management: Cloud Factory protects the information and knowledge that is 
continuously built up through daily case management, maintenance of databases and development 
of new products and initiatives. 

Below are the individual control areas, established procedures and controls described in more detail.  

3.7 Information security policies 
Purpose 

Management has defined policies and guidelines based on an assessment of IT risks in Cloud Factory's 
business, including that policies and guidance have been communicated to the entire Cloud Factory and the 
company's subcontractors.  

Information security procedures and controls applied 

Cloud Factory has defined a wide range of written procedures to support the company's goal of providing 
stable and secure IT operations to its partners. Employees and relevant subcontractors are familiar with 
these procedures, and management follows up on compliance with the procedures and that they reflect 
daily life at Cloud Factory. Mentioned below are the essential documents.  

Risk assessment 

Cloud Factory has evaluated the potential risks. As part of this process, the Company has identified the 
essential assets and information assets that need to be protected from any loss or compromise of 
availability, confidentiality or integrity, either singly or in combination, for the organization’s business 
operations to continue. 

However, Cloud Factory's analytics are reduced to the following elements only:  

● Impact assessment 
● Probability 
● Risk. 

Risk assessment is updated in the event of changes in the company's circumstances, e.g. in the event of 
changed service deliveries. Assessment must take place at least once a year. 

IT Security 

Based on the results of the risk assessment, Cloud Factory has developed relevant policies and guidelines 
that are available to all Cloud Factory employees. These are continuously updated as needed. The following 
main areas are addressed in the IT Security document: 

● Physical security: extensive access to offices, subcontractors and data-carrying equipment 

● Logical security: Comprehensive access and privilege management and security parameter 
requirements 
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● Staff and subcontractors: Guidelines for handling IT security towards staff and relevant 
subcontractors upon recruitment and termination 

● Preparedness: Guidelines for handling IT security breaches, critical incidents and preparedness for 
attacks on online systems.   

3.8 Organization of information security 
Purpose 

Management has placed responsibility for operations and IT security and ensured that relevant 
information is made available to employees and subcontractors. 

Internal organization procedures and controls applied 

All responsibilities for information security are defined and distributed. There is a set procedure for 
creating and maintaining user roles to avoid unauthorized and unintended use, modification, and misuse 
of assets. 

Relevant Cloud Factory vendors and partners are contractually obligated to comply with the company's IT 
security policy and to familiarize themselves with the changes if Cloud Factory updates the policy. 

3.9 Staff safety 
Purpose 

Management has established guidelines for recruitment, retention and resignation of staff, including 
guidelines to ensure that competencies are maintained, and the company's IT security is complied with.  

Applied procedures and controls in the field of personnel safety 

Cloud Factory has established guidelines for managing staff. The following guidelines should be 
particularly highlighted: 

Before employment  

The employees' and partners' contracts describe the respective and the organization's responsibility for 
information security and that this is aligned with Cloud Factory's guidelines.  

Any verification of the background of job candidates shall be carried out in accordance with relevant laws, 
regulations and codes of ethics. This applies both to Cloud Factory and to the company's partners. 

During employment 

Management requires all employees and contractors to maintain information security in accordance with 
Cloud Factory policies and procedures. All the organization's employees and relevant partners are 
continuously informed and made aware of Cloud Factory's information security through training and 
exercises. 

After employment 

Information security responsibilities and obligations, which also apply after termination or change of 
employment, are defined and communicated to the employee/supplier and enforced by the company. 

3.10 Media Management 
Purpose 

Management has established guidelines for handling data-carrying media.  

Procedures and controls applied in the field of data-carrying media 

The company does not handle sensitive data on hand-held media such as USB drives and DVDs.  
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When physically transporting media with sensitive data, carrier must be used. The media must be 
protected against unauthorized access, misuse and destruction during transport. 

When replacing outdated or damaged hard drives, the replaced hard drive will either be sent back to the 
supplier of the equipment in question for data clearing, alternatively Cloud Factory performs the 
replacement itself, and places the hard drive in a closed container handled by the company Marius 
Pedersen, which through our contract handles hard disk shredding in a professional manner.   

3.11 Access management 
Purpose 

Management has established guidelines for managing access to Cloud Factory's system environments, 
including the granting of rights, so that an appropriate separation of incompatible functions is established.  

Access management procedures and controls applied 

Cloud Factory has set up rules for giving access and rights to the system environments they use. 
 
Access to system environments is by using standard Microsoft authentication methods with unique user 
IDs and passwords. Password requirements follow best practice in Denmark. 
 
Access is through the Internet. Access from the Internet to internal networks goes through firewalls. 
 
All customer access, i.e. external user access, to each hosted environment is through VPN, Virtual Private 
Networks, as a direct connection over the Internet or via MLPS (Multiprotocol Label Switching) connection 
or via Console access in the Partner Portal. 
 
Personal workstations at Cloud Factory have screensavers that need passwords to use.  

All persons with access to Cloud Factory environments, including those employees who have theoretical 
access to or practical ability to read data in the environments of resellers and end customers, must sign a 
confidentiality agreement that commits to the confidentiality of any information that person may become 
aware of. The declaration applies both during and after the employment relationship. The confidentiality 
requirement applies: 

● All employees  
● All employees at subcontractors (with access to the company's IT systems). 

It is the responsibility of Cloud Factory's management to monitor granted access and rights on a regular 
basis and to ensure that employees comply with the confidentiality statement and take action if violations 
occur. 

3.12 Physical security and environmental security  
Purpose 

Management has established guidelines for managing access to Cloud Factory's physical facilities, 
including equipment placed with subcontractors.  

Procedures and controls applied in the field of physical security measures 

Cloud Factory has defined guidelines for safe physical security measures. 

Access to offices 

Physical access to Cloud Factory takes place outside normal opening hours with a key and access tag 
provided. Guests are always accompanied by a staff member. 
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Housing at subcontractors 

Cloud Factory's servers are physically located at GlobalConnect and BULK for primary and secondary data 
centers, respectively. 

It is the subcontractors' job to ensure a safe physical environment for Cloud Factory's hosting system and 
the company's partners' and end customers' data. Servers, services, data and other information are 
protected against damage from fire, water, temperature, power failure, vandalism, theft, etc.  

The subcontractors have emergency power systems and diesel generators. There is redundant cooling and 
fire extinguishing systems. All equipment with Cloud Factory's customer data is placed in rack cabinets 
within locked fences. 

Access to the server rooms is limited with access cards with associated code and some physical keys. Only 
authorized persons have access to the server rooms. 

Housing of production 

Servers are physically located at the housing supplier GlobalConnect A/S.  

Access cards for the lease at GlobalConnect can only be issued upon approval and booking via named 
managers. Cloud Factory regularly follows up on which people have access to equipment at GlobalConnect 
A/S. 

Access for technicians employed by subcontractors follows GlobalConnect's fixed procedures, and access is 
only granted by agreement with Cloud Factory in each case. 

Guests are only allowed if accompanied by a staff member. 

Cloud Factory receives an annual ISO27001 certificate and a 3402 declaration from GlobalConnect A/S on 
their security measures. 

It should be emphasized that the physical security measures at GlobalConnect A/S are not part of this 
statement.  

Housing af Disaster Recovery 
Cloud Factory's Disaster Recovery is physically located at 2 different locations, by 2 different housing 
suppliers. For this purpose, GlobalConnect A/S and BULK data center DK01 are used. 

Admission cards for the lease at GlobalConnect and BULK can only be issued upon approval and booking 
via naming managers. Cloud Factory regularly follows up on which people have access to equipment at 
GlobalConnect A/S and BULK data center DK01. 

Access for technicians employed by subcontractors follows GlobalConnect and BULK's fixed procedures, 
and access is only granted by agreement with Cloud Factory in each case. 

Guests are only allowed if accompanied by a staff member. 

Cloud Factory receives an annual ISO27001 certificate and a 3402 declaration from GlobalConnect A/S on 
their security measures and an ISO 27001 from BULK data center DK01 on their security measures. 

3.13 Reliability 
Purpose 

Management has established guidelines for ensuring adequate operational reliability in accordance with 
the company's IT security policy and agreements entered into with partners.  
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Operational safety procedures and controls applied  

Cloud Factory has defined operating procedures that are made available to all users in need. The system 
documentation and the description of the internal routines are updated in the event of significant changes 
in operational processes and systems. 

Management and monitoring of operations takes place in several different tools for monitoring operations, 
including monitoring that customers receive the contracted delivery. The following tools are used: 

● PRTG – System Environment Monitoring Tool 
● Atlassian Jira – Project and Task Management as well as 
● Atlassian Status page – Sending notification to partners in case of maintenance or critical incidents 
● Atlassian Confluence – Documentation and procedure descriptions. 

 
Alarms from these tools are accessed by the technical department's operations group depending on the 
incident, so that there will always be an operations employee who can take care of any errors and alarms.  

Logging and monitoring 

Automated monitoring takes place around the clock. The process is followed by Cloud Factory operating 
staff, who receive the alerts and process them continuously. 

The relevant system administrator actions, such as login attempts, changes to the core products' 
management systems are logged partly on the host servers, and partly in the administration tools provided 
by Cloud Factory. Logs are protected against unauthorized access and exported on a daily basis to external 
systems where they cannot be manipulated.  

All configuration changes and updates in the equipment follow our Change Management procedure. 

Critical incident management 

Cloud Factory has tools and procedures for handling critical incidents, partly identified by the partners and 
partly by internal operational staff. These are handled based on set SLAs and regular management checks 
and staff training are carried out to ensure the set guidelines are followed by support and operational staff.   

Operating software management 

Procedures have been implemented to manage updating and maintaining the virtual environments. 

Change control – patch management 
Cloud Factory has devised a procedure to handle patches. This procedure is handled by the company's 
Infrastructure as a Service team and is documented in the internal operational documentation. 

Change management 
Cloud Factory has designed a procedure to handle changes. In connection with changes, a procedure has 
been developed for the approval of proposed changes. These are assessed by one or more of the technical 
staff in the Infrastructure as a Service team, and a senior executive, the manager, is the ultimate approver 
or rejector of the proposed changes.  

When a change is accepted, a decision is made on what is required for it to be implemented. All this is 
documented in the internal operating documentation. 

Vulnerability management 

Cloud Factory continuously receives information about technical vulnerabilities, evaluates them and 
implements appropriate measures to manage the associated risk. 

Disaster recovery 

The Disaster Recovery solution is spread over 2 different geographical locations. 

The first Disaster Recovery copy is placed on the production environment to achieve the fastest possible 
restore time if a partner's virtual system needs to be recreated. Here, a snapshot technology is used where 
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snapshots of all Virtual Machines are made every two hours, this copy is stored in 24 copies, i.e. 48 hours 
behind. 
In addition, 1 additional snapshot is taken once a day, this is stored for 30 days. 

The daily snapshot, which is stored for 30 days, is also sent to another geographical location, so there will 
be 2 copies of the daily snapshot at any time, divided into 2 geographical locations. 

Regular testing is carried out to ensure that the restore can be completed. Cloud Factory is not responsible 
for in-guest backup of established servers, databases and applications that the individual partners may 
have installed on the shared infrastructure.   

3.14 Communication security 
Purpose 

Management has established guidelines for managing networks and communications.  

Procedures and controls applied in the field of communication security  

Cloud Factory has designed procedures to handle patches, changes and critical incidents. These procedures 
are handled by the company's Infrastructure as a Service team and are documented in the internal 
operating documentation as mentioned above.  

Cloud Factory has installed a firewall to protect the content on its own virtual servers and the 
infrastructure in general. 

Cloud Factory's systems are set up so that no end customers share networks. Only select users in the 
Infrastructure as a Service team at Cloud Factory can log on to the critical network equipment.  

Change control – patch management 

Cloud Factory has devised a procedure to handle patches. This procedure is handled by the company's 
Infrastructure as a Service team and is documented in the internal operational documentation. 

Change management 

Cloud Factory has a method for managing changes. They have created a method for approving suggested 
changes related to changes. These are evaluated by one or more of the technical staff in the Infrastructure 
as a Service team, and a senior executive, the manager, has the final say on whether the suggested changes 
are approved or rejected. 
 
When a change is approved, a decision is made on what is needed for it to be executed. All this is recorded 
in the internal operating documentation. 

3.15   Supplier service management 
Purpose 

Management has established guidelines for managing subcontractors, including that they comply with the 
guidelines set at Cloud Factory. 

Procedures and controls applied within suppliers  

For each vendor that can access, process, store, communicate, or provide services to Cloud Factory, the 
company agrees on relevant requirements for the vendor's information security compliance. 

Cloud Factory regularly monitors and reviews the supplier services received. Changes to supplier services, 
including the maintenance and improvement of existing information security policies, procedures and 
controls, must be managed taking into account the criticality of the business information involved and a 
reassessment of risks. 
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3.16 Complementary controls - Issues to be observed by the 
partners’ auditors 

Provision of services 

The above system description of controls is based on Cloud Factory's Standard Terms of Agreement for 
IaaS services. The partners' own auditors should assess the applicability of this opinion and identify for 
themselves any other risks deemed material for the presentation of the partners' annual accounts. The 
same applies to a partner's customer – the "end customer". 

Thus, the partners themselves must establish security measures and controls on the virtual environments, 
servers, databases and applications built on Cloud Factory's platform. Areas to be checked are the 
following:  

● User management for servers, databases and applications  
● Confidentiality on and around end customers' data  
● Backup of servers, databases and applications 
● Operational monitoring of servers, databases and applications 
● Patch management and change management of servers, databases and applications 
● Emergency management of servers, databases and applications. 

 
The physical security measures at GlobalConnect A/S and BULK data center DK01 

The partners' auditors should evaluate the risks associated with the physical security controls of the 
subcontractors and, if needed, request their ISAE 3402, ISO 27001 or similar report on their hosting 
environments. 

Compliance with relevant legislation 

Cloud Factory has set up processes and measures to ensure that the areas under its responsibility are 
handled securely. Cloud Factory does not have control over the servers, databases and applications that run 
on the shared infrastructure, and therefore, this statement does not cover the assurance that these systems 
have proper controls in place, or that the partners and their customers follow the Bookkeeping Act, the 
Personal Data Act or other applicable laws. 

 

 

 

Pe
nn

eo
 d

ok
um

en
tn

øg
le

: Q
IG

ZF
-1

3S
Q

U
-2

4A
3Z

-5
U

7D
0-

YG
FL

S-
KT

G
G

2



 

 

 

 

  17 
 

 

4 Control objectives, control activity, tests and test 
results 

4.1 Purpose and scope 
We conducted our engagement in accordance with ISAE 3402, “Assurance Reports on Controls at a Service Organisation”, and additional requirements 
applicable in Denmark. 

Our testing of the design, implementation and functionality of the controls has included the control objectives and related control activities selected by 
Management and listed in section 4.3. Any other control objectives, related controls and controls at customers are not covered by our test actions. 

Our operating effectiveness testing included the control activities deemed necessary to obtain reasonable assurance that the stated control objectives were 
achieved. 

4.2 Test actions 
The test actions performed when determining the operating effectiveness of controls are described below: 

Inspection Reading of documents and reports containing specifications regarding the execution of the control. This includes reading and consideration 
of reports and other documentation in order to assess whether specific controls are designed so they may be expected to become effective if 
implemented. Furthermore, it is assessed whether controls are being monitored and checked sufficiently and at appropriate intervals. 

We tested the specific system set-up on the technical platforms, databases and network components in order to verify whether controls are 
implemented and have functioned during the period from 1 January 2023 to 31 December 2023. Among other things, this includes 
assessment of patching level, permitted services, segmentation, password complexity, etc. as well as inspection of equipment and locations. 

Inquiries Inquiry of appropriate personnel. Inquiries have included how the controls are performed. 

Observation We observed the execution of the control. 

Reperformance 
of the control 

Repetition of the relevant control. We repeated the execution of the control to verify whether the control functions as assumed. 
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4.3 Overview of control objectives, control activity, tests and test results 
 

A.5 Control objective: Information security policy 

Purpose: To provide guidelines and support information security in accordance with business requirements and relevant laws and regulations. 

No. Service organisation’s control activity Tests performed by PwC Result of PwC’s tests 

5.1.1 Information security policies 

Cloud Factory has established a written IT 
security policy which is maintained and approved 
by Management. 

We made inquiries of Management about the 
procedures/control activities performed and reviewed 
the adequacy of the information security policy. 

We inspected that Management has approved the IT 
security policy. 

No exceptions noted.   

5.1.2 Review of information security policies 

Cloud Factory has established a written IT 
security policy which is maintained on an annual 
basis. 

We made inquiries of Management about the 
procedures/control activities performed. 

We inspected that the IT security policy is reassessed 
at least once a year. We also inspected that the policy 
is easily accessible to the employees. 

No exceptions noted.  
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A.6 Control objective: Organisation of information security 

Purpose: To establish a management framework for initiating and managing the implementation and operation of information security in the 
organisation. 

No. Service organisation’s control activity Tests performed by PwC Result of PwC’s tests 

6.1.1 Information security roles and 
responsibilities 

Cloud Factory has defined roles and 
responsibilities for material matters in its IT 
security document. Based on the size of the 
organisation, roles for the individual employees 
have been defined. However, Cloud Factory is 
characterised by its wide use of sub-suppliers for 
the actual execution of tasks. 

We made inquiries of Management about the 
responsibilities with Management. 

We inspected that the organisational responsibility for 
material matters is documented in the IT security 
policy. 

No exceptions noted.  

6.1.2 segregation of duties 

Segregation of duties is in place; for example, not 
everyone is administrators, and access to central 
documents in the company’s document 
management tool is restricted.  

We made inquiries of Management about the 
procedures/control activities performed. 

We inspected access to the company’s document 
management tool and users with administrative rights 
to verify that access is based on a work-related need. 

No exceptions noted.  

    

    

 

A.7 Control objective: Human resource security 

Purpose: To ensure that employees understand their responsibilities and are qualified for their intended roles. 

No. Service organisation’s control activity Tests performed by PwC Result of PwC’s tests 

7.1.1 Screening 

In its recruitment policy, Cloud Factory has 
defined requirements for verification of the 
qualifications of job candidates. 

We made inquiries of Management about the 
procedures/control activities performed when 
verifying the qualifications of job candidates.  

We inspected the recruitment policy in relation to the 
set requirements for verification of qualifications. 

By inspection, we tested that screening of 
qualifications of job candidates is carried out. 

During our test, we noted that the need 
for screening was not documented for 3 
out of 3 samples. 

 

No further exceptions noted. 
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A.7 Control objective: Human resource security 

Purpose: To ensure that employees understand their responsibilities and are qualified for their intended roles. 

No. Service organisation’s control activity Tests performed by PwC Result of PwC’s tests 

7.1.2 Terms and conditions of employment 

In its recruitment policy, Cloud Factory has 
defined requirements for employees and sub-
suppliers, respectively.  

We made inquiries of Management about the 
procedures/control activities performed. 

We inspected the recruitment policy and inspected 
that control activities are adequate. 

No exceptions noted.  

7.2.1 Management responsibilities 

In its IT security policy, Cloud Factory has 
specified guidelines for the introduction of 
employees and business partners to Cloud 
Factory’s information security guidelines. 

We made inquiries of Management about the 
procedures/control activities performed. 

We inspected the IT security policy and inspected that 
control activities are adequate. 

No exceptions noted.  

7.2.2 Information security awareness, 
education and training 

In its IT security policy, Cloud Factory has 
specified guidelines for the awareness of 
employees and business partners with regards to 
Cloud Factory’s information security. 

We made inquiries of Management about the 
procedures/control activities performed. 

We inquired about information security management 
with Management. 

We inspected the latest initiatives within education 
and training relating to information security. 

No exceptions noted.  

7.2.3 Disciplinary process 

A formal and communicated disciplinary process 
must be in place to take action against employees 
who have committed an information security 
breach. 

We inquired about the procedures/control activities 
performed.  

We inspected that a disciplinary process is in place 
and has been communicated to the employees to 
ensure that all employees are aware of the 
consequences of committing a security policy breach. 

No exceptions noted.  

7.3.1 Termination and change of employment 

On termination of employment, the employees’ 
obligations with respect to secrecy and 
confidentiality are still covered by the contract.  

We made inquiries of Management about the 
procedures/control activities performed in relation to 
the termination and change of employment. 

We inspected that employees are bound by secrecy 
and confidentiality through their contracts. 

No exceptions noted.  
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A.8 Control objective: Asset management 

Purpose: To prevent unauthorised publication, modification, removal or destruction of information stored on media. 

No. Service organisation’s control activity Tests performed by PwC Result of PwC’s tests 

8.1.1 Inventory of assets 

Assets associated with information and 
information processing facilities must be 
identified, and an inventory of these assets must 
be drawn up and maintained. 

We inquired about the procedures/control activities 
performed.  

We inspected that adequate controls are in place to 
ensure documentation and maintenance of the supply 
of assets. 

No exceptions noted.  

8.3.1 Management of portable media 

Cloud Factory has established guidelines for 
handling data storage media. 

We made inquiries of Management about the 
procedures/control activities performed in relation to 
the management of portable media. 

We inspected the guidelines for handling data storage 
media. 

No exceptions noted.  
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A.9 Control objective: Access control 

Purpose: To ensure authorised user access and to prevent unauthorised access to systems and services. 

No. Service organisation’s control activity Tests performed by PwC Result of PwC’s tests 

9.1.1 Access control policy 

An access control policy must be established, 
documented, and revised based on business and 
information security requirements. 

We inquired about the procedures/control activities 
performed.  

We inspected that guidelines on access controls have 
been established, reviewed and approved. 

No exceptions noted.  

9.1.2 Access to networks and network services 

Users must only be provided with access to the 
network and network services that they have 
been specifically authorised to use. 

We inquired about the procedures/control activities 
performed.  

We inspected on a sample basis that access to network 
and network services is granted based on the 
employees' job function and manager approvals. 

No exceptions noted.  

9.2.1 User registration and de-registration 

Cloud Factory has defined procedures for 
creation and deletion of users. 

We inquired about the procedures/control activities 
performed in relation to creation and deletion of 
users. 

We inspected the procedures for user administration 
and inspected that control activities are adequate. 

By inspection, we tested the creations and deletions of 
users carried out during the period.  

No exceptions noted.  

9.2.3 Management of privileged access rights  

In its internal procedures, Cloud Factory has 
defined guidelines for granting privileged access 
and rights to employees. 

We made inquiries of Management about the 
procedures/control activities performed. 

We inspected the procedures for user administration 
and inspected that control activities are adequate. 

No exceptions noted.  

9.2.5 Review of user rights 

Cloud Factory has defined a procedure for 
periodic review of users on a quarterly basis. 

We inquired about the procedures/control activities 
performed in relation to periodic review of users. 

We inspected the procedures for user administration, 
including the IT security policy, and inspected that 
control activities are adequate. 

We have tested on a sample basis that quarterly 
reviews are carried out. 

No exceptions noted.  
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A.9 Control objective: Access control 

Purpose: To ensure authorised user access and to prevent unauthorised access to systems and services. 

No. Service organisation’s control activity Tests performed by PwC Result of PwC’s tests 

9.4.2 Secure log-on procedures 

Access to systems and functionality is checked by 
authorisation functions in Microsoft systems. 
Access is handled through log-on to Windows 
domains, and rights are granted through 
association of security groups in Active Directory. 

We inquired about the procedures/control activities 
performed in relation to secure log-on. 

We inspected the set-up of Windows Active Directory. 

No exceptions noted.  

9.4.3 Password management system 

Cloud Factory has defined a policy for the use of 
passwords. 

We inquired about the procedures/control activities 
performed in relation to password management. 

We inspected the policy for the use of passwords.  

During our testing, we noted that the 
system settings for lockout 
requirements are not in accordance 
with the recommendations on 
minimum requirements from the 
Danish Agency for Digital Government. 

 

No further exceptions noted. 
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A.11 Control objective: Physical and environmental security 

Purpose: To prevent unauthorised physical access to, damage to and disruption of the organisation’s information and information processing facilities. 

No. Service organisation’s control activity Tests performed by PwC Result of PwC’s tests 

11.1.1 Physical security perimeter 

Security perimeters must be defined and used to 
protect areas that contain either sensitive or 
critical information and information processing 
facilities. 

All of Cloud Factory’s primary systems are 
located at GlobalConnect that houses servers and 
systems. Access to equipment is only granted 
following approval. 

We inquired about the procedures/control activities 
performed in relation to physical access control. 

 

No exceptions noted.  

11.1.2 Physical access control 

Secure areas must be protected by appropriate 
access controls to ensure that only authorised 
personnel have access. 

All of Cloud Factory’s primary systems are 
located at GlobalConnect that houses servers and 
systems. Access to equipment is only granted 
following approval. 

We inspected that a formal physical access and 
security policy is maintained, reviewed and approved. 

We inspected that access to Cloud Factory’s 
equipment at the sub-supplier’s premises is restricted 
to authorised personnel. 

No exceptions noted.  

11.1.3 Securing offices, rooms and facilities 

Physical securing of offices, rooms and facilities 
must be designed and applied. 

We inspected that a formal physical access and 
security policy is maintained, reviewed and approved. 

We inspected that Cloud Factory has implemented 
appropriate access controls to protect the physical 
facilities. 

No exceptions noted.  

11.2.1 Equipment siting and protection 

Equipment must be sited or protected to reduce 
the risk of environmental threats and hazards 
and the risk of unauthorised access. 

We inquired about the procedures/control activities 
performed.  

We inspected that Cloud Factory has established 
guidelines for protection against fire, water and heat. 

We furthermore inspected that Cloud Factory has 
obtained an audit report from the sub-supplier in 
order to ensure that similar requirements are met in 
areas subject to outsourcing. 

No exceptions noted.  
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A.12 Control objective: Operational security 

Purpose: To ensure correct and secure operations of information processing facilities and to protect against loss of data. 

No. Service organisation’s control activity Tests performed by PwC Result of PwC’s tests 

12.1.1 Documented operating procedures 

Cloud Factory has established written operating 
procedures for its core business. 

We made inquiries of Management about the 
procedures/control activities performed. 

No exceptions noted.  

12.1.2 Change management 

Cloud Factory has defined a procedure for change 
management which is used for all changes that 
require test and/or service windows. 

We inquired about the procedures/control activities 
performed, reviewed the adequacy of the change 
management procedures and inspected that an 
appropriate change management system has been 
implemented and is supported by technical 
infrastructure. 

Through an inspection of random samples of changes, 
we inspected the following: 

• Change requests are registered in the established 
system. 

• Documented test of changes, including approval 

• segregation of duties 

• Approval obtained prior to implementation.Where 
relevant, the plan for rollback is documented. 

 

No exceptions noted.  

12.3.1 Information backup 

Backup copies of information, software and 
system images must be taken and tested regularly 
in accordance with an agreed backup policy. 

We inquired about the procedures/control activities 
performed in relation to backup.  

We inspected that requirements regarding backup 
have been established in the contract with sub-
suppliers providing services for which backup is 
relevant.  

We inspected that a full restore test of IT 
environments has been performed. 

No exceptions noted.  Pe
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A.12 Control objective: Operational security 

Purpose: To ensure correct and secure operations of information processing facilities and to protect against loss of data. 

No. Service organisation’s control activity Tests performed by PwC Result of PwC’s tests 

12.4.1 Event logging 

Cloud Factory has defined a procedure for 
monitoring of operations. The monitoring covers 
internal events in the operations department. 
Furthermore, it includes alerts from the applied 
system environments. System environments are 
continuously monitored, and Management 
follows up to ensure compliance with Cloud 
Factory’s guidelines. 

Currently, logging of traffic through firewalls is 
not implemented. 

We inquired about the procedures/control activities 
performed in relation to event logging. 

We inspected the procedure for monitoring of 
operations as well as the documentation for 
monitoring of events.  

No exceptions noted.  

12.4.2 Protection of log information 

Log files currently placed at Cloud Factory are 
protected by password. 

We inquired about the procedures/control activities 
performed in relation to protection of log information. 

We inspected that log files are protected by password.  

We noted that logging is not adequately 
protected in terms of integrity and 
availability. 

 

No further exceptions noted. 

12.4.3 Administrator and operator logs 

Logging of administrator actions has been set up, 
and the operator log is reviewed regularly. 

We inquired about the procedures/control activities 
performed in relation to administrator and operator 
logs.  

We inspected that logging of administrator actions has 
been set up and that the operator log is reviewed 
regularly.  

During our testing, we noted that the 
implemented logging does not align 
with PwC’s best practices for 
administrator and operator logging. 

 

No further exceptions noted. 

12.4.4 Clock synchronisation 

The clocks of all relevant information processing 
systems within an organisation or security 
domain must be synchronised to a single 
reference time source. 

We inquired about the procedures/control activities 
performed.  

We inspected that Cloud Factory has established a 
reference time source for clock synchronisation of all 
relevant information-processing systems. 

During our testing, we noted that one 
of the primary switches is not 
configured with clock synchronisation. 

 

No further exceptions noted. 
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A.12 Control objective: Operational security 

Purpose: To ensure correct and secure operations of information processing facilities and to protect against loss of data. 

No. Service organisation’s control activity Tests performed by PwC Result of PwC’s tests 

12.5.1 Installation of software on operational 
systems 

Procedures must be implemented to control the 
installation of software on operational systems. 

We inquired about the procedures/control activities 
performed.  

Using random samples from the systems used to 
document changes, we examined whether – in 
accordance with guidelines – changes in the operating 
environment are carried out using a controlled 
process, including whether:  

• an approved test is performed before the 
changes are implemented.  

• testing and approval of emergency changes to 
the operating environment are documented 
immediately after implementation. 

 

During our testing, we noted that there 
is no formalised procedure or technical 
measures for checking software. 

 

No further exceptions noted. 

12.6.1 Management of technical vulnerabilities  

Cloud Factory has defined procedures for patch 
management. 

Testing of the firewall and its ability to withstand 
attacks is performed regularly. 

We inquired about the procedures/control activities 
performed in relation to management of technical 
vulnerabilities. 

We inspected the procedure for patch management as 
well as the documentation of regular testing of the 
firewall and its ability to withstand attacks.  

 

No exceptions noted.  
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A.13 Control objective: Communications security 

Purpose: To ensure protection of information in networks and of supporting information processing facilities. 

No. Service organisation’s control activity Tests performed by PwC Result of PwC’s tests 

13.1.1 Network controls 

Networks must be managed and controlled to 
protect information in systems and applications. 

We inquired about the procedures/control activities 
performed.  

As part of our inspection, we have examined whether 
– in accordance with guidelines – an appropriate 
security architecture has been established in the 
network, including whether:  

• the network is segregated into secure zones 
and whether customer environments are 
separated from Cloud Factory’s own 
environment 

• remote access is granted through two-factor 
authentication 

• changes to the network environment included 
in our tests are made in a controlled manner 
in accordance with the change management 
rules. 

 

No exceptions noted.  

13.1.3 Segregation in networks 

Groups of information services, users and 
information systems must be segregated on 
networks. 

We inquired about the procedures/control activities 
performed in relation to segregation of duties.  

We inspected the technical security architecture, and 
we examined on a sample basis whether – in 
accordance with guidelines – an appropriate security 
level has been established, including whether:  

• secure zones and customer environments are 
separated from Cloud Factory’s own 
environment  

• access to the network is segregated into 
relevant user groups based on users' work-
related needs. 

No exceptions noted.  
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A.15 Control objective: Supplier relationships 

Purpose: To prevent unauthorised publication, modification, removal or destruction of information stored on media. 

No. Service organisation’s control activity Tests performed by PwC Result of PwC’s tests 

15.1.1 Contact to business partners 

In its recruitment policy and its IT security 
document, Cloud Factory has defined 
requirements for information security when 
using sub-suppliers. As a rule, external business 
partners must comply with the same rules as 
Cloud Factory’s employees, including the IT 
security policy. When concluding a cooperation 
agreement, this is pointed out to the sub-
supplier. 

We inquired about the procedures/control activities 
performed. 

We inspected the recruitment policy and the IT 
security policy in relation to the set requirements for 
compliance with the same rules as those that apply to 
Cloud Factory’s employees. 

By inspection, we tested contracts with suppliers and 
business partners.  

No exceptions noted.  

15.1.2 Addressing security within supplier 
agreements  

Cloud Factory has concluded written agreements 
with external sub-suppliers. Every year, Cloud 
Factory receives a 3402 report for services 
delivered by external sub-suppliers. 

We inquired about the procedures/control activities 
performed in relation to addressing security within 
supplier agreements. 

We inspected written agreements with external sub-
suppliers.  

No exceptions noted.  
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A.16 Control objective: Information security incident management 

Purpose: To prevent unauthorised publication, modification, removal or destruction of information stored on media. 

No. Service organisation’s control activity Tests performed by PwC Result of PwC’s tests 

16.1.1 Responsibilities and procedures 

Management’s responsibilities and procedures 
must be established to ensure a rapid, effective 
and orderly response to information security 
incidents. 

We inspected that a formal and documented incident 
management process has been implemented.  

We inspected that a formal and documented incident 
management process has been reviewed and 
approved.  

We inspected that the incident management process 
has been communicated to employees.  

We inspected that all incidents have been registered, 
that necessary actions have been performed and that 
the solutions have been documented in an incident 
management system. 

No exceptions noted.  
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A.17 Control objective: Information security aspects of business continuity management 

Purpose: To prevent unauthorised publication, modification, removal or destruction of information stored on media. 

No. Service organisation’s control activity Tests performed by PwC Result of PwC’s tests 

17.1.1 Planning information security continuity 

The organisation shall determine its 
requirements for information security and the 
continuity of information security management 
in adverse situations, e.g. during a crisis or 
disaster. 

We inspected that a formal and documented business 
continuity plan is maintained, revised and approved 
annually.  

We inspected that a business impact assessment has 
been carried out to determine the requirements for a 
business continuity plan.  

We inspected that underlying procedures related to 
the business continuity plan have been reviewed and 
approved by appropriate personnel. 

 

No exceptions noted.  

17.1.2 Implementing information security 
continuity 

The organisation shall establish, document, 
implement and maintain processes, procedures 
and controls to ensure the required level of 
continuity for information security during an 
adverse situation. 

We inspected that the underlying procedures have 
been implemented in the organisation. 

We confirmed through inquiry with relevant 
personnel that the employees have an understanding 
of the controls in relation to information security 
continuity.  

 

No exceptions noted.  

17.1.3 Verify, review and evaluate the 
information security continuity 

The organisation shall verify the established and 
implemented information security continuity 
controls at regular intervals in order to ensure 
that they are valid and effective during adverse 
situations. 

We inspected that underlying procedures for the 
business continuity are reviewed and updated.  

We inspected that the underlying procedures have 
been tested to ensure that they are valid and effective 
during adverse situations. 

No exceptions noted.  

    

 

 

Pe
nn

eo
 d

ok
um

en
tn

øg
le

: Q
IG

ZF
-1

3S
Q

U
-2

4A
3Z

-5
U

7D
0-

YG
FL

S-
KT

G
G

2



Dette dokument er underskrevet digitalt via Penneo.com. Signeringsbeviserne i 
dokumentet er sikret og valideret ved anvendelse af den matematiske hashværdi af 
det originale dokument.  Dokumentet er låst for ændringer og tidsstemplet med et 
certifikat fra en betroet tredjepart. Alle kryptografiske signeringsbeviser er indlejret i 
denne PDF, i tilfælde af de skal anvendes til validering i fremtiden.

Sådan kan du sikre, at dokumentet er originalt
Dette dokument er beskyttet med et Adobe CDS certifikat. Når du åbner dokumentet 

i Adobe Reader, kan du se, at dokumentet er certificeret af Penneo e-signature 
service <penneo@penneo.com>. Dette er din garanti for, at indholdet af 
dokumentet er uændret. 

Du har mulighed for at efterprøve de kryptografiske signeringsbeviser indlejret i 
dokumentet ved at anvende Penneos validator på følgende websted: https://
penneo.com/validator

Underskrifterne i dette dokument er juridisk bindende. Dokumentet er underskrevet via Penneo™ sikker digital 
underskrift. Underskrivernes identiteter er blevet registereret, og informationerne er listet herunder.

“Med min underskrift bekræfter jeg indholdet og alle datoer i dette dokument.”

Jacob Vestergaard Schaumann Schmidt
Kunde
Serienummer: 860e9b43-f2fe-412a-9e6a-fb8be3c54903
IP: 46.32.xxx.xxx
2024-04-16 15:02:43 UTC

Martin Roursgaard Nielsen
PwC-medunderskriver
Serienummer: 6698b5b9-6214-4759-bbe2-7140fb0c3b07
IP: 87.49.xxx.xxx
2024-04-16 15:18:34 UTC

Jesper Parsberg Madsen
PRICEWATERHOUSECOOPERS STATSAUTORISERET
REVISIONSPARTNERSELSKAB CVR: 33771231
Statsautoriseret revisor
Serienummer: 1845f1c8-669f-42ab-ba7e-8a1f6ea3011e
IP: 87.49.xxx.xxx
2024-04-16 15:26:12 UTC

Pe
nn

eo
 d

ok
um

en
tn

øg
le

: Q
IG

ZF
-1

3S
Q

U
-2

4A
3Z

-5
U

7D
0-

YG
FL

S-
KT

G
G

2


	1 Management’s statement
	2 Independent service auditor’s assurance report on the description, design and operating effectiveness of controls
	3 Service vendors system description
	3.1 Introduction
	3.2 Description of Cloud Factory’s services
	3.3 Responsibility and organization at Cloud Factory
	3.4 Risk management at Cloud Factory
	3.5 Control framework, control structure and criteria for control implementation
	3.6 Established control environment
	3.7 Information security policies
	3.8 Organization of information security
	3.9 Staff safety
	3.10 Media Management
	3.11 Access management
	3.12 Physical security and environmental security
	3.13 Reliability
	3.14 Communication security
	3.15   Supplier service management
	3.16 Complementary controls - Issues to be observed by the partners’ auditors

	4 Control objectives, control activity, tests and test results
	4.1 Purpose and scope
	4.2 Test actions
	4.3 Overview of control objectives, control activity, tests and test results



         LkarCsa1ywcM84lE9paNC++nselzeIazDT6ORzzi6/I=   wpKMyBcRS9Z8RBO7Gi1NeAD/Mfxstu+Ntkkcd8VD+U8= 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 AQAB  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     2024-04-16T15:02:41.585Z     EwXK5gy3SiVpkKYkgwaQajQLlaTprDNlDRo7mC/JRtk=  C=DK, L=Copenhagen, O=Penneo A/S, CN=Penneo Production CA Sign g1r1 431631043888296759108066036718878528593156072293     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



            
                
            
            ISAE 3402 - 2023 - Cloud Factory
            QIGZF-13SQU-24A3Z-5U7D0-YGFLS-KTGG2
            SHA-256
            ef68d4a2fbc4fb6377194e4f895a6db5b680331617918a79b02cdff66025a018
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                    Erklæring og samtykke
                

                
                    
                        Med min underskrift bekræfter jeg indholdet og alle datoer i de følgende dokumenter, identificeret ved deres dokumentnøgle og kryptografiske hash-værdi.
                    

                    
                        Jeg accepterer, at mit fulde navn, min aktuelle IP-adresse samt mit offentlige certifikat gemmes og opbevares digitalt, med det formål at kunne påvise underskriftens gyldighed.                    

                    
                        Oplysningerne indlejres i underskriften, og er derved tilgængeligt for alle, med adgang til det underskrevne materiale.
                    

                    
                        Endvidere, med min signatur accepterer jeg den til enhver tid gældende slutbruger licensaftale (EULA) for brugen af Penneo Digital Signatur Platform: https://penneo.com/eula                      

                

                
                    Dokumenter der underskrives

                    
                        
                            
                                
                                    
                                

                                
                                    Jeg underskriver dokumentet ""                                


                                
                                                                                                            - 
                                            på vegne af  
                                            som 

                                

                                
                                    
                                        Dokumentnøgle: 
                                    

                                    
                                        Dokumentets kryptografiske  hash-værdi: 
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            ISAE 3402 - 2023 - Cloud Factory
            QIGZF-13SQU-24A3Z-5U7D0-YGFLS-KTGG2
            SHA-256
            ef68d4a2fbc4fb6377194e4f895a6db5b680331617918a79b02cdff66025a018
            
                                    
                                                                            PwC-medunderskriver
                                            
                            
        
    

            
            
                
    
    
        
            
                
            
            
                
                    Erklæring og samtykke
                

                
                    
                        Med min underskrift bekræfter jeg indholdet og alle datoer i de følgende dokumenter, identificeret ved deres dokumentnøgle og kryptografiske hash-værdi.
                    

                    
                        Jeg accepterer, at mit fulde navn, min aktuelle IP-adresse samt mit offentlige certifikat gemmes og opbevares digitalt, med det formål at kunne påvise underskriftens gyldighed.                    

                    
                        Oplysningerne indlejres i underskriften, og er derved tilgængeligt for alle, med adgang til det underskrevne materiale.
                    

                    
                        Endvidere, med min signatur accepterer jeg den til enhver tid gældende slutbruger licensaftale (EULA) for brugen af Penneo Digital Signatur Platform: https://penneo.com/eula                      

                

                
                    Dokumenter der underskrives

                    
                        
                            
                                
                                    
                                

                                
                                    Jeg underskriver dokumentet ""                                


                                
                                                                                                            - 
                                            på vegne af  
                                            som 

                                

                                
                                    
                                        Dokumentnøgle: 
                                    

                                    
                                        Dokumentets kryptografiske  hash-værdi: 
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            ISAE 3402 - 2023 - Cloud Factory
            QIGZF-13SQU-24A3Z-5U7D0-YGFLS-KTGG2
            SHA-256
            ef68d4a2fbc4fb6377194e4f895a6db5b680331617918a79b02cdff66025a018
            
                                    
                                                                            Statsautoriseret revisor
                                            
                            
        
    

            
            
                
    
    
        
            
                
            
            
                
                    Erklæring og samtykke
                

                
                    
                        Med min underskrift bekræfter jeg indholdet og alle datoer i de følgende dokumenter, identificeret ved deres dokumentnøgle og kryptografiske hash-værdi.
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